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INTRODUCTION

Many of the federally imposed restrictions currently being applied to industry and the academic community have their origins in the World War II era. These restrictions were originally implemented in order to safeguard our national security during the war years. Primarily because of the continued strained political relations and general mistrust of the Soviet Bloc countries the restrictions have continued and in many instances have broadened in scope. The scope of not only the products and expertise have expanded but also the number of persons to whom the restrictions apply.

Scientists had accepted the use of science and technology as an instrument of foreign policy or national security measures, in particular during war years, but only when the policy was conducted in ways that were compatible with the academic norm.\textsuperscript{1} The academic community has traditionally thrived on open, free communication on an international level. However, the restrictive "national security" policies of the federal government, beginning with the Carter Administration and escalating significantly during the Reagan Administration, have been infringing on the professional norms of scientists. Both industry and the academic community have decried the Reagan Administration's "well-publicized"\textsuperscript{2} sweeping measures to stop what the federal government terms as the "massive hemorrhage of American technology to the Soviet Union,"\textsuperscript{3} as a device to gain positive political publicity. Neither industry nor the academic community denies the right nor the importance of the government to protect national security. The conflict is that in some instances the controls being used are inappropriate for the university setting and, in fact, were not intended to be used in that setting, but rather only in industry.\textsuperscript{4} Moreover, some of the controls being applied to university researchers are vague, overly broad, and are probably unconstitutional as applied.

Industry leaders question the effectiveness of the controls considering the availability on the world market for the desired technology. Also questioned is the
weight given to national security interests at the expense of the national trade economy. The point of view of industry will only be mentioned as a contrast or comparison to the major focus of the paper, which is the balance of interests between national security controls and First Amendment interests in academic freedom.

The paper will be divided into four major sections: an historical overview of the control systems used in the university scientific community; a review of how these controls, originating in both the Legislative and Executive Branches, have changed and developed into the present-day control systems; a discussion of the interests and protection that "academic freedom" or the First Amendment affords the scientist; and a discussion of the existing case law balancing First Amendment interests and national security interests.
I. ACADEMIC FREEDOM & FIRST AMENDMENT RIGHTS

The value of free and open communication has a particular significance to the scientist. Scientists begin with a problem and form a theory to explain the phenomenon under investigation. They must then test the theory by revealing it to their peers. Sometimes the theory will not lie within the previous accepted body of data. Other scientists must test the new theories and critically evaluate them and the methods of investigation used. The theory is adopted if it can be accepted by a consensus of professional opinion. Even if the theory may not be accepted the process of testing it may help discard related theories of others or provide other information applicable to other problems. These theories are also examined by students who may be stimulated by the possible implications. Professional advancement accrues to those who make original contributions to the scientific data and scientists' professional standing is based on peer recognition.

The most formal mode of scientific communication is through publication in scholarly journals that have a worldwide distribution. In recent years, approximately 37% of the articles in these journals have been written by U.S. scientists. Moreover, an analysis of the citations in these articles shows that U.S. scientists have relied frequently on foreign research results and that reliance has increased. Conferences and symposia are also an important source of scientific communication. The meetings allow for a more rapid dissemination of scientific theories than do publications and also allow for instant feedback and a more informal exchange of ideas. Because of the productiveness of meetings, particularly when leading researchers in the field attend, the participants are often international. Informal conversations among colleagues, in particular with those in a researcher's own institution, occur frequently. Scientific researchers often work closely with their graduate students and many foreign graduate students in scientific and technical fields are in U.S. universities. The percent of
foreign students enrolled in full time graduate science and engineering has increased dramatically. Finally, exchange visits between scholars in science and technology contribute to the universal exchange of knowledge in various fields. Scientists depend on open communication, oral or written, as an integral part of their ability to work effectively.

II. HISTORICAL OVERVIEW

A. World War II Era

Prior to World War II there was little government sponsored research in universities and any outside funding was usually by industry for small applications-oriented projects. Therefore, the decision in 1940 to engage universities, instead of government or industry, to work on war project was considered revolutionary. These projects were considered very successful and began the era of government sponsored research in universities. During the war the universities had many Army and Navy trainees enrolled and the civilian student population was reduced. Much of the research was classified and therefore done under strict security involving at times "armed guards and painstaking indoctrination." Secrecy was accepted by the researchers as a short-term restraint essential for the war effort. The combination of the urgency to win the war and the scarcity of civilian students modified the structure of the traditionally open academic community enough to adapt to the new restrictive atmosphere. Most of the secret war projects ended when the war ended particularly because the secrecy and security measures were considered at odds with the principles of academic freedom.

After the war a few of the large secret war projects such as the Applied Physics Laboratory managed by Johns Hopkins University, and Los Alamos managed by the University of California, continued, but in both instances the laboratories were off-campus. Generally, however, those who worked on the secret projects returned to
campus and "practically all universities banned secret work from their campuses." The success of the union between the federal government and higher education during the war years prompted the federal government to fund on-campus basic research. The federal government realized that universities must play a major role in the development of unclassified science and technology in order to develop national security interests. The relationship between the two institutions began with both needing each other yet both having different needs as to secrecy and security.

B. Post-World War II

At the end of the War, President Truman decided to release the scientific and industrial information gathered from Germany and Japan, with attention given to national security interests. The Office of Scientific Research and Development (OSRD) also released much of the wartime research that was kept secret during the war. An example was research conducted at the M.I.T. Radiation Laboratory which was the "primary U.S. microwave radar research facility." These data were helpful to universities and industry throughout the world. In contrast to the release of much scientific data, information regarding atomic energy was "born classified" according to the guidelines and interpretation of the 1946 Atomic Energy Act (Act). The Act gave the government "an absolute monopoly over all aspects of atomic energy research, development and production." Because atomic energy was relatively new and not thoroughly understood the government maintained total control of atomic energy research and development for national security reasons. The public knew only that U.S. scientists had developed a "secret bomb" that was of "unimaginable destructiveness."

Restraints on the export of goods that began during the war continued after the war despite expectations that these restraints would end with the war. There were
three major pieces of legislation passed in order to continue to control exports to the Soviet Union. In 1949 the Export Control Act\textsuperscript{29} was implemented in order to control the export of munitions to the Soviet Union. The Coordinating Committee for Export Controls (COCOM), an international control system among Western allies, was established in 1949 to control the export of military-sensitive goods including munitions, atomic energy and dual-use technology. In 1954 Congress implemented another export control measure, the International Traffic in Arms Regulations (ITAR),\textsuperscript{30} in order to control the export of security-related goods.

In addition to protective policies on exports, the federal government has restricted people from traveling to the United States or in some instances out of the country. Prior to World War II the international borders were relatively open;\textsuperscript{31} however, at the beginning of World War II, most international borders were closed.\textsuperscript{32} The authority to close the borders for national emergency situations was given to the President through Congress,\textsuperscript{33} while the power to issue passports was vested in the State Department. The International Security Act of 1950 (McCarren Act)\textsuperscript{34} and the Immigration and Nationality Act of 1952 (McCarren-Walter Act)\textsuperscript{35} established rigid guidelines on the issuance of visas to foreign applicants. These restrictions were used at times to deny or delay significantly the entry of foreign scientists into the United States who wanted to enter in order to attend meetings or assume faculty appointments.\textsuperscript{36}

C. Detente

By the late 1950s the interest in science and technology was intense. The Soviet Union had launched the Sputnik,\textsuperscript{37} the Kennedy Administration had announced its goal of landing on the moon and the advancement of science and technology was seen as critical to national prosperity and national security.\textsuperscript{38} The McCarthy "red scare" era\textsuperscript{39} had ended and more positive foreign relations with the Soviets were exemplified by
the negotiations in Geneva in 1955\textsuperscript{40} and Camp David in 1958.\textsuperscript{41} Scientific cooperation began in 1958 when both countries declassified certain research on nuclear fusion and shared the information. This exchange was credited with "significantly advancing the state of the art in fusion research."\textsuperscript{42} One year later the United States and the USSR signed an agreement between the NAS and the Academy of Science of USSR (ASUSSR).\textsuperscript{43} The agreement included provisions for scientists to have the opportunity for exchange visits and joint symposia.\textsuperscript{44} The U.S. scholars chosen for the program were sponsored by the National Academy and were pursuing personal scientific interests.\textsuperscript{45} There was much interest in the exchange because previous personal communication between scientists in both countries had been curtailed under Stalin.\textsuperscript{46} Also, there had been constant delays in the translation of published materials and neither side had much knowledge of the other country's research and development efforts.\textsuperscript{47} These exchanges continued and expanded in scope during the 1970s and as the political climate between countries became more conciliatory the exchange programs were expanded and the countries entered bilateral agreements. Between 1972 and 1974 eleven interagency agreements ("bilaterals") were established. Unlike the other exchange programs, these visits were tied directly to national research priorities.\textsuperscript{48} Continuing the trend towards cooperation a Task Force on Secrecy of the Defense Science Board recommended reform of classification policy, and provided for a significant decrease in the amount of information classified and the duration of classification.\textsuperscript{49} The openness between countries was also reflected in new policies on trade. The national policy of a liberal expansion of the trade between the countries was agreed upon in exchange for a tacit Soviet agreement to "abide by the status quo in international affairs."\textsuperscript{50} As a measure of the change in policy that began under the Nixon Administration and continued under Presidents Ford and Carter, the Export Administration Act of 1969\textsuperscript{51} encouraged trade with all countries, including communist countries.\textsuperscript{52} There was a substantial increase in trading, and including such goods considered dual-use technology.\textsuperscript{53}
D. Post-Detente

The tide of these goodwill gestures began to change in the late 1970s in response to several events that prompted not only the government but also individual scientists to protest Soviet foreign and domestic policy. The Soviet policy in the Middle East War in 1973,\textsuperscript{54} the Soviet support of the Popular Movement for the Liberation of Angola in 1975, the failure of the 1979 SALT II agreement to pass the Senate,\textsuperscript{55} and the Soviet invasion of Afghanistan\textsuperscript{56} were a series of events that brought back the Cold War. Also, in 1978 two Russian scientists, Yuri Orlov and Anatoly Shcharansky, were put on trial for their political activities.\textsuperscript{57} In response, individual American scientists canceled their visits to the USSR or refused to participate in meetings planned under the bilateral agreements.\textsuperscript{58} The NAS Committee on Human Rights issued a statement of protest.\textsuperscript{59} The harassment of Soviet scientist Andrei Sakharov\textsuperscript{60} because of his political statements was also the object of protest by American scientists. The President of NAS, Philip Handler, warned the President of the USSR Academy of Sciences that further government pressure on Sakharov would impair relationships between the Academies.\textsuperscript{61} The United States government reacted to these events with a series of measures that closed off communication between the countries. The State Department deferred all high-level meetings under the US-USSR bilateral agreements in science and technology.\textsuperscript{62} No licenses were issued to export technology to the Soviet Union pending a review of the licensing policy.\textsuperscript{63} The export restrictions affected sales of computers and other advanced electronic equipment, strategic oil and gas commodities.\textsuperscript{64}

III. GOVERNMENT CONTROL OF TECHNOLOGICAL TRANSFERS

The current restrictive trend of the Reagan Administration is based on a fear that science and technology are the key to our national security and that Soviet efforts
to obtain this information have escalated drastically. In 1980 the Defense Department issued a brochure that indicted inter-Academy exchanges, student exchanges, scientific conferences and symposia, and the entire professional and open literature as inherently adverse to U.S. military security interests. Yet a committee (Corson committee) of university representatives and government officials commissioned to study scientific exchanges and national security indicated that "only a small fraction of the overall Soviet bloc intelligence collection effort is directed at U.S. universities." However, the reports of leaks from the academic community were still fragmentary because of recent recognition of the problem. Examples of some reported incidents, according to the Corson report, are: "a) the visitor's technical activities and studies went beyond his or her agreed field of study; b) the visitor's time was poorly accounted for, including reports of excessive time spent collecting information not related to his or her field of study; c) the visitor, either successfully or unsuccessfully, attempted to evade visa or exchange agreement restrictions imposed on his or her itinerary; and d) in one or two incidents a visitor participated in clearly illegal activities of an intelligence nature." Yet, the Corson report stated that no representative of the U.S. intelligence agencies was able to offer evidence of specific damage to U.S. national security stemming from leaks in the academic community. Nevertheless, the U.S. intelligence agencies continue to predict a surge of Soviet efforts to obtain sensitive information from university sources. The suspicion is based generally on three factors: "1) an increased Soviet emphasis in the past decade on the acquisition of newly emerging Western technologies; 2) a belief that U.S. universities are expanding their participation in such research areas, particularly in process technologies; 3) a forecast that as the government tightens its controls on other domestic sources of information and works with its allies to reduce third-country losses, foreign acquisition efforts will be increasingly redirected toward research institutions." Even assuming that the trend is correctly predicted, the report indicated that the government's efforts at control
are spread broadly across too many different technologies. Because the gap between basic and applied research is narrowing and dual-use technology is expanding rapidly, the government cannot effectively control any potential source of leak. The panel suggested the government "build tall fences around narrow areas." Those areas would have to meet each of four criteria:

1) the technology is developing rapidly, and the time from basic science to application is short;

2) the technology has identifiable direct military applications; or it is dual-use and involves process or production-related techniques;

3) transfer of the technology would give the USSR a significant near-term military advantage; and

4) the United States is the only source of information about the technology, or other friendly nations that could also be the source have control systems as secure as ours.

Examples of technology that meet all four criteria are high-speed electronics and computer-based encryption techniques. The resulting restrictions being placed on U.S. scholars must be balanced against the loss of information from the sharing that comes from the international scientific community. The scientific community is based on a worldwide informational base. Unless there is the communication of new ideas, peer review of those ideas through validation or reflection of new theories, and spin-offs from research, U.S. technological and scientific advancement would not flourish. The United States has also gained useful information from Russian and Eastern European countries through commercial technology transfer, open literature, and through scientific exchanges. Harvard Nobel Prize-winning scientist, Walter Gilbert, acknowledged how much he benefitted in his prize-winning research when he hosted a visit from Soviet molecular biologist, Dr. Mirzabekov. Julian Sturdevant, a Yale University professor, uses a differential scanning microcalorimeter based on a design developed by a scientist
at the Institute for Biophysics in Puschino, near Moscow. The information was gathered through a personal contact with Professor Privilov in Puschino. Not only the university research community but also industry and the general public have profited from the exchange of technology from the Soviet bloc countries. For example, the technology in polymer chemistry that lead to soft contact lenses was developed in Czechoslovakia and was sublicensed to Bausch and Lomb.

Nevertheless, representatives of the Reagan Administration with "great fanfare" have issued warnings and initiated well-publicized measures to inform the academic community that they must comply with suggested restrictions on the traditionally open academic communication. Vice Admiral Bobby R. Inman, former deputy director of the Central Intelligence Agency and past director of the National Security Agency warned scientists that "Congress is ready to move to resolve the conflict between academic freedom and national security in favor of the latter." He predicted that if scientists did not voluntarily cooperate that "far more serious threats to academic freedom would occur." Furthermore, Inman said "the situation 'could well cause the government to overreact.'" In response to criticism from scientists that the federal government has not made its case for national security interest, Inman stated, "This reasoning is circular and unreasonable." He continued, saying, "The specific details of why information must be protected are often even more damaging than the information itself."

This "non-reason" from government officials to people who are particularly accustomed to scientific data and evidence only serves to provoke mistrust of the government. American scientists question whether it is desirable or even possible to stop the flow of communication among scientists in other countries. The sophisticated worldwide communication system, the large number of alternative avenues of collection through nonaligned nations receiving desired information or products, and the divided responsibilities of different U.S. government agencies applying laws that were not
intended to apply nor suited for the research university setting make the present government policies unproductive and overreactive.

A. Legislative Branch

Congress has enacted certain pieces of legislation to control the dissemination of information for national security reasons. Some legislation acts as a direct control on information, goods or technology exchange while others indirectly restrict the exchanges. Two major pieces of legislation enacted originally to restrict industrial exports have been applied as a direct controls on the traditionally open community of university researchers: Arms Export Control Act and the Export Administration Act (and the accompanying regulations) have been most frequently cited by scientific researchers as having been inappropriately applied to the academic community. Another major piece of legislation is the Atomic Energy Act, which controls the dissemination of any information relating to atomic energy. It has not been cited as frequently as the export laws as infringing on open communication of researchers primarily because more research on atomic energy is classified or contractually restricted at the onset of the research project. However, there have been some examples of the government restricting nonclassified, noncontractual research on atomic energy. The examples illustrate the breadth of the scope of permissible governmental controls for national security protection. The Inventions Secrecy Act also illustrates how legislative controls enacted many years earlier are applicable to current governmental national security safeguards. Finally, the Immigration and Nationality Act can exert restraints on information exchange by controlling the influx of people desiring to enter the United States for professional visits, to attend conferences, to study or to accept faculty appointments. It grants practically unfettered power to the State Department to deny visas to those
who would "endanger the security . . . of the United States,\(^88\) and can also restrict the movement and activities of those permitted to enter.\(^89\)

1. Arms Export Control Act/International Trade in Arms Regulations

There are two major pieces of legislation that were implemented to control the export of goods to non-friendly countries which have recently been used to restrain the expression of university scientists. The original purpose of the first, the Arms Export Control Act,\(^90\) was to control the export of weaponry. The Act is administered by the Commerce Department through a set of regulations called the International Trade in Arms Regulations (ITAR).\(^91\) ITAR prohibits the "export of technical data" designed as "defense articles and defense services\(^92\) without a license. Generally, "export" as defined by ITAR is the communication of technical data to a foreign national no matter where it takes place.\(^93\) The controlled items are those listed on the "United States Munitions List."\(^94\) Most of these items are weaponry but the scope of ITAR as defined in "technical data" includes: "(a) any unclassified information that can be used, or be adapted for use, in the design, production, manufacture, repair, overhaul, processing, engineering, development, operation, maintenance, or reconstruction of arms, ammunition, and implements of war on the U.S. Munitions List; or (b) any technology which advances the state-of-the-art or establishes a new art in an area of significant military applicability in the United States; or (c) classified information . . . ."\(^95\) Furthermore, the initial burden of determining whether the technology in question advances the state-of-the-art or establishes a new art is on the person requesting a license.\(^96\)

The scope of the possible interpretation of the definitions of goods or technology that are controlled under ITAR is broad.\(^97\) Dual-use technology (that which can have a military or non-military use) can be included under the definition of technical data
under the export control laws although the goods themselves may have no military use. For example, the same basic semiconductors which go into video games, also go into missile-guidance systems, and laser technology that can be used to fuse detached retinas can also be used to disable enemy communications satellites.\textsuperscript{98}

ITAR does allow for general exemptions of unclassified technical data that are in the public domain.\textsuperscript{99} The intent behind this exemption was to allow for open communication in the academic setting. However, ITAR's definition of export includes communication of technical data to a foreign national no matter where it takes place.\textsuperscript{100} Therefore, under ITAR a foreign student could be prevented from working in a research laboratory to learn about microprocessor development that has application in high speed computation, but would have access to any information on the subject found in the public domain, i.e., a scholarly journal.\textsuperscript{101} Given the extraordinary growth within the last ten years of foreign graduate students in the fields of science and engineering attending American universities,\textsuperscript{102} the problem of determining what information and to whom it should be given becomes enormous. A university professor could be subject to civil or criminal penalties by the very information he delivers at a lecture to a room of students including foreign nationals. Also, an American university researcher could be subject to sanctions under ITAR not for publishing\textsuperscript{103} but for delivering a scientific paper, which includes "technical data,"\textsuperscript{104} to a symposium of scientists in a foreign country.\textsuperscript{105} The Justice Department recognized the possible conflicts between the government's strict application of ITAR to the academic community. In 1978 a Justice Department memorandum addressed to the scientific advisor to President Carter, Dr. Frank Press,\textsuperscript{106} stated that ITAR licensing requirements were a prior restraint and violated the first amendment's doctrines of vagueness and overbreadth. There had not been legal authority directly on point; however, the memo reasoned that "prior restraints on publication are permissible only in extremely narrow circumstances and that burden on the government of sustaining any such restraint is a heavy one."\textsuperscript{107} The memo
stated that in the very limited number of instances where prior restraints are constitutionally permissible they must be narrowly applied to meet a permissible government objective. The memo concluded that ITAR was not written precisely enough to prevent arbitrary application of the licensing provisions and it did not contain a provision for judicial review.

A court of law can interpret legislation and narrow the scope of the definitions, declare the legislation unconstitutionally vague or overly broad or applied without sufficient due process safeguards. Subsequent to the Justice Department memo, the court upheld the constitutionality of ITAR in United States v. Edler Industries. The court upheld the constitutionality of the ITAR definition of technical data. The court acknowledged that the definitions of technical data "are susceptible of an overbroad interpretation" and the language could also be interpreted to include the interchange of scientific and technical information that has no substantial military application. However, the court held the licensing provisions of ITAR were not overly broad and therefore not a prior restraint on speech. The court noted that there were exemptions from the licensing requirement if the technical data were in the public domain. Furthermore, the court stated that despite the fact that there are many dual-use technologies, the issue of scienter, i.e., whether or not the defendant knew or should have known the recipient of the exported information would use it to produce or operate articles on the United States Munitions list, would be relevant factor in determining liability under the export control law.

Despite the narrowing of ITAR in the Edler decision, Donald Kennedy, President of Stanford University, representing the presidents of California Institute of Technology, Massachusetts Institute of Technology, Cornell University and the University of California, addressed a letter to Secretary of State Alexander M. Haig, Jr., Secretary of Defense Caspar W. Weinberger and Secretary of Commerce Malcolm Balridge expressing concern about the administration of the ITAR and the EAR. Kennedy stated
that until the present administration, these export laws had not applied to traditional university activities. University officials had received a series of letters from the Reagan Administration through the State and Commerce Departments suggesting that lectures which contained information that is unclassified may be considered an "export" within the ITAR and the EAR.\textsuperscript{120} A strict application of the export laws could function as chilling effect or a bar to the exchange, publication, or use of unclassified materials in the classroom because of the presence of foreign students. Kennedy then warned that "[r]estricting the free flow of information among scientists and engineers would alter fundamentally the system that produced the scientific and technological lead that the Government is now trying to protect and leave us with nothing to protect in the very near future."\textsuperscript{121} The Administration responded through letters from lesser officials\textsuperscript{122} trying to placate the fears of the university presidents; however, "the letters were so qualified that it remained unclear just what unclassified technical data were deemed by the Administration to be too sensitive to be taught."\textsuperscript{123}

2. Export Administration Act/Export Administration Regulations

The other major export law in the controversy between university researchers and the federal government is the Export Administration Act (EAA).\textsuperscript{124} EAA, the authority for the Export Administration Regulations (EAR),\textsuperscript{125} is administered by the Commerce Department and controls the export of goods and services not covered by ITAR.\textsuperscript{126} The regulations establish a mandatory licensing scheme for commodities and technical data having civilian and military significance. The purpose of EAA/EAR is to control the export of technical data in order to further national security, to foster foreign policy, and to protect the domestic economy from a drain of scarce materials.\textsuperscript{127} Violations of EAR carry civil and criminal penalties.\textsuperscript{128}
EAR's definition of "technical data" is similar in scope to the ITAR definition: "information of any kind that can be used, or adapted for use, in the design, production, manufacture, utilization, or reconstruction of articles or materials. The data may take a tangible form, such as a model, prototype, blueprint, or an operating manual, or they may take an intangible form such as technical service." This definition includes unclassified materials. EAR's definition of export means an actual shipment or transmission of data out of the United States or an exchange within the United States with the knowledge or intent that the data will be sent out of the U.S., or any release of technical data of U.S.-origin in a foreign country. Within the classifications, EAR grants an automatic or "general" license which functions much like an exemption, for certain data: "data generally available" to the public or through open conferences, and "scientific or educational data" which is "information not directly and significantly related to design, production, or utilization in individual processes" and "instruction in academic institutions and academic laboratories." The category of general licenses (GTDA) would in a literal reading seem to include nearly all university research and exchanges of such data with foreign nationals. Yet, a series of incidents have been documented that has justified the fears of university professors that the scope of the export laws is overly broad.

One of the most dramatic instances of the Government invoking the authority of the export laws was in 1982 in San Diego, where the Society of Photo-Optical Instrumentation Engineers (SPIE) conference was held. The conference was to be attended by more than 2700 people from 25 countries including the Soviet Union attend. One week before the conference, the Defense Department hinted that some papers to be presented might pose violations of the export laws and requested the organizers to supply conference rooms so Department of Defense (DOD) officials could talk to the authors of the various papers. The DOD representatives began warning scientists whose work was sponsored by a DOD agency that the export regulations
required them to submit their papers to the DOD for a security clearance. As a result of the questioning and rumors, more than 150 of 700 unclassified papers were withdrawn from the conference. Many researchers were confused and frightened about what was required of them. To compound the problem, the DOD officials at the conference did not have the authority to clear the papers. At the same time, the Commerce Department sent what it characterized as a routine telegram to the organizers, informing them that some of the papers may fall under the export control laws. After sending the telegram, the Commerce Department learned that the conference met its criteria for an open meeting which meant that anyone could attend and the papers could be published. A representative from Commerce then asked the State Department representatives to tell the organizers the conference was approved.

What both sides agree on was that there was much confusion and many papers were withdrawn unnecessarily; the incident has rippled through the research community. One of the organizers of the conference said many scientists were concerned about their ability in the future to discuss openly their research and stated that many members have cancelled their membership in SPIE because they feel the organization was on the "DOD hit list." What has become known as the "San Diego incident" has polarized the federal government and scientists in universities in the controversy over scientists right to communicate openly with the international scientific community. The government was asking the scientists why, if required to do so, were so many scientists failing to get a prior clearance from DOD. There was general agreement that many scientists under government contract simply did not know they were required to do so under DOD regulations. Others apparently got clearance from their supervisors and assumed that procedure was adequate. Furthermore, it was admitted by a Pentagon official that if all had applied for prior clearance, the Pentagon could not have handled the work load. Many scientists felt the "San Diego incident" was a test case and
reflected the Reagan Administration's policy to stop possible leaks to the Soviets and just as importantly to send a message to academicians that it will follow through with its threats on control.

Another question at issue is the sensitivity of the material to be presented and whether the Soviet representatives were employing the information. There are also two sides to that story. Pentagon officials have said that several SPIE members have voiced their concerns about the subject matter of some of the presentations being presented to foreign scientists. The government official cited as an example a session on airborne reconnaissance in which Soviet representatives were supposedly taking photographs of every viewgraph. On the other hand, the then-president, Richard Wollensak, and executive director, Joseph Yava, of SPIE gave a different version of the story. They stated that only four Soviets were present at the meeting and "three of them spent nearly all their time at Sea World and Neiman-Marcus." Wollensak recalled that during the sensitive meeting in question on airborne reconnaissance, he was drinking coffee with two of the Russians and "the other two Russians were walking to the shopping center to spend their morning." The disagreement between the groups is not whether national security is a legitimate goal but whether the application of the export laws is intended for ideas or for products and processes. Controlling the transfer of ideas is extremely difficult if not impossible, especially with a group that has been fiercely independent and open in their practice.

The EAR was cited for restrictions imposed on an American Vacuum Society Bubble Memory Conference in Santa Barbara in 1980. A few days before the conference the organizers were informed by the Commerce Department that the presentations at the conference were covered by the EAR and warned that violations carried criminal and civil penalties. The reason for the government concern was that scientists from Hungary, Poland, USSR, and the People's Republic of China were scheduled to attend
the conference. As a result of the "warning" the organizers requested the Soviet Bloc participants not attend; the Soviets complied with the request.

Another example of obstructive restrictions was a letter written by a NSA employee to the Institute of Electrical and Electronics Engineers (IEEE), one of the largest professional societies in the world. The letter, purportedly written on the employee's own initiative, warned IEEE that a session planned and articles published on cryptography which were to be part of a symposium to be held in New York might violate ITAR. Officials of IEEE were said to "cravenly urge" authors of papers to clear them with the Government prior to the presentation. Consequently, some speakers checked with university lawyers and as a result MIT did not distribute one monograph although all other papers were read; one tenured professor read papers of two graduate students in order to protect them from possible liability of the export laws.

ITAR may include publication in international journals as exports, and technical data may include descriptions of computer algorithms. Yet because ITAR is vague and difficult to interpret, it is not clear whether ITAR can restrict the publication of computer algorithms relating to cryptography. The NSA Counsel claimed the regulations were enforceable in that instance while the Justice Department says they were unconstitutional. Whether or not there is statutory authority, the NSA director, Vice Admiral Bobby Inman, began a campaign of visiting nongovernment cryptologists in universities trying to convince them to "voluntarily" submit to restraints on their work.

3. Proposed Amendments to the Export Laws

The policy trends in the Reagan Administration have been to extend the national security controls to unclassified information not under government contract, and to
apply the controls not only to technological hardware for export but also to ideas or information on basic technology.\textsuperscript{162} There have been proposed amendments to both export control regulations (ITAR/EAR) that would impose further restrictions on the academic researchers. One of the proposals would extend the reach of the Arms Export Control Act to include ideas and require a license for the export of the new ideas "critical technology."\textsuperscript{163} In practice, this new proposal could require scientists who want to publish or lecture abroad to obtain a license from the State Department for the "export" of ideas relating to technology listed on the U.S. Munitions List.\textsuperscript{164} There is a similar version of this provision proposed for the Export Administration Act.\textsuperscript{165} Both provisions have remained in the House Foreign Relations Committee.\textsuperscript{166}

There were proposed revisions of the Export Administration Act\textsuperscript{167} that would have extended the licensing requirements to unpublished notes and drafts. However, the Justice Department issued a memo questioning the constitutionality of the proposed revisions, indicating that these new restraints would be unconstitutional prior restraint on free speech.\textsuperscript{168} Eventually, the proposed revisions "languished" in committee and were not passed;\textsuperscript{169} however, they were superceded by an executive order that expanded the classification system.\textsuperscript{170} Another proposed bill would require academic institutions to submit detailed information on foreign students requesting to study in certain scientific areas, such as their course of study, who they would be working with and their travel plans.\textsuperscript{171} Not only Congress, but also the Executive Branch has implemented some programs that reflect this restrictive trend. Two major control systems most frequently mentioned as an area of concern by university representatives and one that has attempted to persuade other countries to follow this increasingly restrictive trend are discussed in the next section.

A Pentagon proposal was made to give military reviewers the authority to restrict publication of research results of scientists doing unclassified applied research for the Defense Department.\textsuperscript{172} The proposal was a recommendation by a Defense Department
panel advising Pentagon officials on ways to limit the release in journals and at scientific conferences of unclassified, dual-use technological information. The proposal had three levels of procedures depending on the type of research. The first level of review would apply to "nonsensitive" topics and would require scientists conducting the unclassified research to submit their papers to military reviewers at the same time they sent their research to journals to be published. The second level of review would require scientists working on unclassified but "sensitive" basic research that might have military application, e.g., microelectronics, to submit their research papers to military reviewers sixty days before sending them to journals. The Pentagon reviews would make comments on the information, yet the authors of the papers would have final decision as to whether to seek publication. The last section of the proposal would require researchers conducting applied research or development considered "sensitive" to submit drafts of their findings 90 days before sending them to journals. Pentagon reviews would make the final determination as to whether the paper could be published. The Pentagon officials estimated that only one percent of all Pentagon-financed research now receiving support from the Defense Department would be subject to the proposed controls. Many universities representatives opposed the restrictions and indicated that the university would choose not to participate in the Defense Department research programs rather than submit to prepublication review. Ultimately, the Pentagon decided not to implement the proposal. A Pentagon official stated the plan "was a good concept in theory, but unworkable in practice."

4. Atomic Energy Act

The Atomic Energy Act is another legislative control on scientific information imposed for national security reasons. Presently the Nuclear Regulatory Commission (NRC) and the Department of Energy (DOE) are responsible for the administration of
the Act. Their duties are "to assure the common defense and security," and within that policy they are to permit and encourage dissemination of scientific and technical information relating to atomic energy and "to provide that free exchange of ideas and criticism which is essential to scientific and industrial progress and public understanding." If information is within the definition of "restricted data" it becomes subject to statutory restrictions. Restricted data are defined in the Act as "all data concerning (1) design, manufacture, or utilization of atomic weapons; (2) the production of special nuclear material; or (3) the use of special nuclear material in the production of energy, but shall not include data declassified or removed from the Restricted Data category...." Within that definition the word "design" includes: "(1) specifications, plans, drawings, blueprints, and other items of like nature; (2) the information contained therein; or (3) the research and development data pertinent to the information contained therein," while "research and development," in turn include "(1) theoretical analysis, exploration or experimentation; or (2) the extension of investigative findings and theories of a scientific or technical nature into practical application for experimental and demonstration purposes, including the experimental production and testing of models, devices, equipment, materials, and processes." Both definitions are broad, and although the charge to the administrators is to allow for open exchange, the sweep of the language could apply to a classroom discussion or even the day-to-day reporting of events that occurred at the Three Mile Island reactor incident in 1979. Dissemination of the information is controlled by rules and regulations under the Act and access to that information is conditioned on obtaining a security clearance from the government. Any unauthorized use of the information may be enjoined or criminally punished. The Act does allow for continuous review of what is included in Restricted Data and also any classification guidelines so that some data may be declassified. DOE and NRC can suggest regulations to protect Restricted Data but they do not have the power to include information within the Restricted Data
category.\textsuperscript{192} The administrators may also declassify if they find that the information can be published "without undue risk to the common defense and security."\textsuperscript{193} These procedures regarding classification are the opposite of how all other government documents are classified, which are ordinarily determined by executive orders.\textsuperscript{194}

In government funded nuclear research programs, restrictions on the dissemination of the research data are contractually agreed upon before the work begins. No researcher in the field of atomic energy not working under a government contract has access to "restricted data" without a security clearance. In order to obtain the clearance, an agreement to restrict the classified information would be required. Restrictions on information dissemination have, however, also been applied to privately developed unclassified data on at least two occasions in order to prevent publication of articles on nuclear energy. The first was in 1950, when \textit{Scientific American} magazine proposed to publish an article on the hydrogen bomb by Hans Bethe.\textsuperscript{195} The editors of the magazine had not submitted the article to AEC for review because they considered all the technical information it contained to be widely known to physicists and widely disseminated.\textsuperscript{196} AEC nevertheless obtained a copy of the article and requested the editors of the article to delete certain sections.\textsuperscript{197} The magazine reluctantly complied with the request and also destroyed all copies of the original article along with the type and printed plates.\textsuperscript{198}

In 1978 a similar article was planned for the \textit{Progressive}. The magazine commissioned a free-lance journalist to write a series of articles about secrecy in the United States nuclear weapons program. Although the first article, published in February 1979,\textsuperscript{199} contained some details of the hydrogen bomb, there were no objections raised to the information disclosed.\textsuperscript{200} The second article in the series entitled, "The H-Bomb Secret: How We Got It, Why We're Telling It," had descriptions and sketches on how the bomb works. The government received a pre-publication copy\textsuperscript{201} and informed the editors of the magazine that about 20\%\textsuperscript{202} of the data were Restricted Data under
AEA and offered to rewrite the article. The editors refused the offer and the government moved to obtain a preliminary injunction preventing publication. The editors and the author maintained that all the information used was available to the public, and that the author had had no access to classified material. The government invoked national security interests and claimed violation of AEA. The *Progressive* defendants relied on First Amendment freedom of expression to protect the right of scientific inquiry and to protect the right to make a political statement on nuclear proliferation. The court granted a restraining order against the *Progressive*. The *Progressive* did not publish the article and it could not challenge the lower court's decision because the case was mooted upon publication of the material elsewhere.

Despite language within the AEA that encourages dissemination and discussion of information relating to atomic energy, the fact that there was no government proprietary interest in the research, and that the data were from unclassified sources, the government was successful in preventing the publication of the *Progressive* article. The result of the *Progressive* case leaves no clear guidelines to a private researcher for permissible unclassified information dissemination. The possibility of civil or criminal penalties has a clear chilling effect upon the researcher.

5. Immigration and Nationality Act
   a. Passport Denials

The Immigration and Nationality Act (INA) governs the admission of aliens into the country. The State Department has almost absolute discretion to issue passports to allow a citizen to leave the United States or to issue visas allowing a foreigner to enter. Each historical era creates different political concerns that are reflected in the State Department policy of granting or denying passports and visas. There are clear, legitimate reasons for a denial of a passport in the areas of security or
international relations. Security reasons can include those who are "notorious drug traffickers, pimps or those trying to leave the country to avoid possible criminal trials."\textsuperscript{209} Passports can be denied to those who may be subject to possess such information that would subject them to the possibility of kidnap or violence against them.\textsuperscript{210} However, there is a category of those who have been refused passports and were given the vague reason that "travel abroad at this time would be contrary to the best interests of the United States."\textsuperscript{211} An early example of the subject of this type of refusal is Dr. Martin Kamen, a scientist. At that time of the denial of a passport, he was teaching radiation physics and biochemistry at Washington University, Saint Louis, Missouri.\textsuperscript{212} In 1947 Dr. Kamen was refused a passport that he had applied for in order to accept an invitation to lecture at the Weizman Institute of Science in Israel.\textsuperscript{213} Since that first refusal, Dr. Kamen had been refused a passport three other times to attend conferences or to accept a visiting professorship. The incidents that triggered the refusal were interactions with Soviet officials. At a party Kamen met the Soviet vice-consul who asked him to persuade a colleague, who was developing radiation treatments for cancer, to help a Russian consul official suffering with leukemia to receive radioactive treatment.\textsuperscript{214} Dr. Kamen did comply with the request and was later invited to lunch by the Soviet vice-consul in order to express his gratitude for Dr. Kamen's help. This information about his interaction with the Russians was brought out in Kamen's testimony before the House Committee on Un-American Activities. A concern of the government was that Kamen had worked on the Manhattan Project\textsuperscript{215} and he was privy to much classified information on nuclear energy. Although Kamen testified that he disclosed no classified information at the luncheon and the Atomic Energy Commission did not object to his leaving the country,\textsuperscript{216} he was still refused a passport for political reasons and to prevent his knowledge of nuclear energy from being an "export."
Two recent cases in which the Supreme Court has dealt with passport regulations are *Aptheker v. Secretary of State* and *Haig v. Agee*. In *Aptheker* native-born citizens and residents of the United States were denied passports because of their membership in the communist party. The legal justification given by the State Department was Section Six of the Subversive Control Act of 1950, which provides that any member of a registered Communist organization, commits a crime if he attempts to obtain a passport. The government contended that the legitimate goal of the Act was to ward off "the danger the world Communist movement presents for our national security" and, therefore, reasonable restraints on a liberty interest were allowable. However, that goal had to be balanced against the right to travel, which is a citizen's "liberty" guarantee in the Due Process Clause of the Fifth Amendment. *Aptheker* challenged the statute on its face and as applied to his case. The restrictions of the Act were enforceable regardless of the purpose of the trip or the security sensitivity of the areas to be visited or whether the member actually knew or believed that he was associated with what was deemed to be a "Communist-action" or "Communist-front" organization. *Aptheker* had stated he wanted to travel in Europe for study and recreation in order to write, publish, teach and lecture on his observations. The court held the Act unconstitutional on its face, reasoning that the provision was overly broad, and there was no nexus between membership and the national security concerns of the government; furthermore, it was not the least restrictive alternative against the Fifth Amendment liberty right usurped by denying the right to travel abroad. Finally, the court stated that since freedom of travel is a "constitutioanl liberty closely related to rights of free speech and association," the appellants should not have the burden of proving the statute is unconstitutional nor should a government official be exposed to criminal penalties for issuing a passport in violation of the Act.
Haig v. Agee is a recent case regarding passport revocation for national security reasons. Agee, formerly employed by the Central Intelligence Agency, was involved in covert intelligence gathering activities. In 1974, in a press conference in London, he told of his intentions "to expose CIA officers and agents and take measures necessary to drive them out of countries where they are operating" and then proceeded to carry out his plan. The Secretary of State revoked Agee's passport and stated as a reason that Agee's activities were likely to harm national security interests or the foreign policy of the United States and advised Agee of his right for a hearing on the issues. The District Court held that the provision exceeded the statutory powers of the Passport Act of 1926 and ordered the passport restored. The Court of Appeals affirmed. The Supreme Court examined a history of the Passport Act of 1926 and noted that in the succeeding versions of the immigration acts that the single most important criterion for passport decisions was national security or foreign policy concerns. The Court distinguished Aptheker by contrasting the protection afforded beliefs and the protection accorded conduct. Further, the Court distinguished the almost limitless freedom of interstate travel with the more restricted right to travel outside of the United States. Finally, the Court stated that although there was no explicit authority to revoke a passport, the policy of the regulation relied upon was sufficient to conclude that Congress impliedly approved of the authority. Other significant factors in the court's decision were that Agee planned to disclose classified material to violate his contract with the CIA not to make public statements about the Agency only after clearance, and to breach national security interests. The Supreme Court reversed the lower court's rulings and held that due process rights only required what had been accorded Agee, namely reasons for revocation and an opportunity to post-revocation hearings.

Agee is an indication of what the Court now accepts as a national security risk, as opposed to the Kamen case of the 1950s. Agee's claim of First Amendment protection
for his political speech, assuming those protections reached beyond the national boundaries, was without foundation. The protection of the First Amendment for political speech is not limitless. The Supreme Court recognized in 1931 that "[n]o one would question but that a government might prevent actual obstruction to its recruiting service or the publication of the sailing dates of transports or the number and location of troops." Agee's disclosures were tantamount to the disclosure of the location of the troops. The fact that these disclosures were meant in part as a criticism of the Government foreign policy did not override the national security interests at stake.

b. Visa Denials

The denial of visas to those wanting to enter the United States is another tool used by the government to restrict indirectly the flow of information. There are a number of categories of aliens that are ineligible for visas under the Immigration and Nationality Act (INA). Some examples of those excludable are for health reasons or those who have been convicted of a crime involving moral turpitude. Section (27) excludes aliens that the Attorney General has determined could "engage in activities which would be prejudicial to the public interest . . . or security of the United States." Finally, Section 28 is a catchall section to exclude various anarchists and communists. The burden is on the alien to disprove ineligibility for a visa. Judicial scrutiny of any visa denials is "exceedingly deferential" to the State Department decision. In Kleindienst v. Mandel, the Supreme Court upheld the Attorney General's plenary power in disallowing a visa to a Belgian journalist who had Communist sympathies. The Court would not weigh the decision against the First Amendment interests against those United States citizens personally seeking to communicate with him or to engage in an academic exchange, but reasoned that there were other avenues of communication that were possible.
The controversy over visa denials has centered mainly on those with political beliefs that are at odds with the current administration. Recently, however, the State Department has used visa denials to those whom the State or Justice Departments suspect of wanting to enter the country in order to acquire military sensitive technology. The restrictions will apply mainly to the Soviet bloc countries but can apply to all nationalities. The "crackdown" as it is referred to by State officials using the INA as authority will focus on technology in four controlled categories:

1. Technology on the Commodity Control List propounded under the Export Administration Act;
2. The State Department's Munitions List, which also controls arms exports;
3. Technology controlled under the Atomic Energy Act;
4. Technology restricted under the National Security Classification System.

The immediate effect on scientists is unknown, although a wide array of research areas can be included under the definitions of all four of the above listed categories. Also, it is unknown what questions of proof are needed before the applicant is suspect.

In addition to the outright denial of a visa, visas may be granted with certain restrictions on the visitor's activities. An administration official said these types of restrictions in the past have been "of a nonregulatory nature"; the new policy would make them "formal and regulatory." The process would include listing specific activities as off limits, for example, visiting research institutes or commercial facilities or setting forth a list of activities in which the visitor may not participate. The restrictions would be made known to the host institutions and to all relevant U.S. government agencies.

In 1981, for example, the State Department began asking university officials to cooperate in imposing security-related restrictions on Chinese scholars studying in the
United States. Those students studying in the fields of science and technology are subject to restrictions under the export control laws. C. Peter Magrath, President of the University of Minnesota, in his response to the State Department, reminded them that the mission of the university is teaching and said "neither our faculty nor our administrators were hired to implement government security actions."269 The State Department had requested that a visiting Chinese scholar not have access to unpublished or classified Government-funded work and suggested he take coursework with minimal involvement in applied research.270 Magrath replied that the University did no classified work and "[b]oth in principle and practice the restrictions . . . are inappropriate for an American research university."271

Some foreign scholars have cancelled trips to visit the United States or institutions have cancelled invitations because of the restrictions placed on them by the State Department. A Hungarian specialist in electronic circuitry, invited by Cornell University, cancelled the visit because the Commerce Department stipulated the scientist could only receive information from classroom situations and he could not be given prepublication copies of research papers.272 Stanford University cancelled the visit by a Russian scholar in robotics, Nickolay V. Umnov, who had been invited by the National Academy of Sciences. Prior to the scheduled visit, the State Department informed Stanford of the restrictions that would be imposed on the visit. Stanford University President Donald Kennedy commented that the letter "included some really quite outlandish requests."273 The State Department had asked the officials at Stanford to prevent Umnov from having any contact with those working in Silicon Valley, and that he not be permitted to participate in discussion of certain unclassified DOD research being done at the university that had no contractual secrecy provisions.274 The University and the State Department ultimately reached an agreement on acceptable restrictions on the visit, but the State Department later cancelled the visit "for other reasons."275 Kennedy stated that he did not know what those "other reasons" were,
but he said that a lot of the theories appeared to be conspiratorial.\textsuperscript{276} An example of the State Department requesting university officials to monitor the activities of foreign visitors was a letter filled with questions received by Massachusetts Institute of Technology Professor Herman Feshbach. The letter asked for information about the work and professional affiliations of a scientist from Peking, and asked for Feshbach's cooperation in answering the questions "in view of how we feel about Communists."\textsuperscript{277} Professor Feshback did not answer the questions and had no further contact with the State Department regarding the scientist in question.\textsuperscript{278} The government is aggressively pursuing restrictive policies on university researchers, and many university officials are resisting being used as a policing tool by the agencies.\textsuperscript{279} The underlying concern is that universities have specifically refused research involving classified information or contract restrictions requiring secrecy or pre-publication review. The universities have balanced the interests between receiving the federal funding or maintaining a campus without restrictions on its foreign students\textsuperscript{280} or foreign professionals. University officials have stated that their role is not to police visitors but to foster an exchange of ideas and that if the State Department grants these visitors visas that any restrictions should be reasonable and enforceable by the State Department, not the universities.\textsuperscript{281} "You can't ask universities to do something they damn don't know how to do at all, which is to be spooks,"\textsuperscript{282} commented Stanford's President Donald Kennedy at a DOD-University forum.

6. Inventions Secrecy Act

The Inventions Secrecy Act\textsuperscript{283} is another piece of war legislation that is now being used in the "technology-war." It authorizes the Commissioner of Patents to keep a patent secret, with or without a Government property interest, if its release is determined to be detrimental to national security.\textsuperscript{284} The government has legally been
able to keep patents secret on the grounds of national security since 1917. Originally the restrictions were to be imposed only during wartime and after the war if the president declared a national emergency. The secrecy orders have never been subject to judicial review, nor have they been tested on First Amendment grounds. The Act has not been cited by the university community as a major concern; however, it was invoked by NSA in 1977 to classify a patent application for a cipher device using advanced mathematical techniques created by Dr. George I. Davida, a professor of electrical engineering and computer science at the University of Wisconsin. On NSA's recommendations, the patent office elected to keep the invention secret, other protests from the University Chancellor and the scientist. Soon after this incident, the Commissioner of Patents issued a secrecy order on a "phaseron" or voice scrambler to be used on citizen band radios that would allow CB and telephone users to communicate without being overheard. The inventors of this device also protested and NSA changed its order and rescinded the secrecy requirement on both patent applications. The Act includes a secrecy order on inventions even if the Patent Office does not consider the invention patentable or if the patent application is withdrawn. There is an appeal process available through the Commerce Department if a petition to the sponsoring defense agency has been denied.

Because of the increase in restrictions, there have been at least two significant formal attempts by representatives from higher education and the government to discuss some of the concerns raised; the first was begun at the request of then-director of the National Security Agency (NSA), Admiral Bobby Inman, in order to begin a dialogue between cryptography researchers and NSA. The Public Cryptography Study Group was formed by the American Council on Education (ACE) with representatives from government and education. On the agenda to be discussed was whether a statutory system of prior review for research on cryptography should be imposed or whether voluntary restraints would be sufficient to safeguard the national security interests the
NSA felt were at risk with the dissemination of some of the information then being published.

Cryptography had been employed almost exclusively for military codes, but is being used by banks to protect financial privacy in computer data. Firms in highly competitive businesses have begun to scramble their telephone communications and to encrypt their messages. The declining costs of the computer have made good cryptosystems affordable; for example, a microprocessor or chip can easily be plugged into a computer to encrypt a message. The advanced technology of the micro-processors and the vulnerability of electronic transmissions to being intercepted have created a broad economically-motivated interest in cryptology outside of government, not known before.

University mathematicians and engineers have begun to publish more widely and routinely to trade ideas on new cryptosystems, whereas before the only people outside the Government interested in ciphers were hobbyists. This new interest and information have concerned the National Security Agency (NSA) -- the agency responsible for code making and code breaking in Government -- which sees a danger to national security in all the nongovernmental research, articles and marketing of cipher machines. The fear is, of course, that other nations will improve their codemaking through this information. The concern is not with the major powers such as the Soviet Union or France, because their codes have long been considered unbreakable, but with developing nations improving their codes. Apparently their codes are still breakable and NSA wants to retain this source of information.

The Public Cryptography Study Group, with one exception, did vote for a voluntary system of review that would be on a trial basis for two years. Under this plan, researchers could submit their papers to NSA for determination on whether there should be changes in the manuscript, deletions, or delays in publications. The program is now operating although not all researchers are using it. Although the Public Study
Cryptography Group made a decision to try the voluntary system, many members of the Study Group had been under the impression that NSA already had the authority for statutory restraints. A paper submitted by NSA for the members of the group detailed a statutory prior restraint system. The report stated that NSA would be authorized to seek a court order enjoining publication of non-government publications through a court-enforceable Civil Investigation Demand.\textsuperscript{301} However, NSA does not have authority to restrain publication and Civil Investigation Demands apply only to the Justice Department and the Federal Trade Commission in antitrust suits.\textsuperscript{302} There was some question as to whether NSA was deliberately deceptive in the report issued to the group.\textsuperscript{303} NSA general counsel Schwartz, when asked to respond in detail why the national security required these restraints, responded that NSA could not explain because the reasons were classified.\textsuperscript{304}

The idea that university researchers would submit their papers for prior review to NSA before publishing them\textsuperscript{305} met with different responses. Some were encouraged by the communication between the two groups,\textsuperscript{306} others who have submitted articles for review were bothered by the lack of any explanation when NSA asked the author not to publish.\textsuperscript{307} Others, such as William Carey, executive director of the American Association for the Advancement of Science\textsuperscript{308} termed the prior review process as censorship whether it is voluntary or involuntary.\textsuperscript{309} His concern was that there was no evidence that universities were responsible for loss of technology and applied science to the Soviet Bloc countries. Carey asserted that the leaks were occurring in industry during commercial transactions, legal and illegal.\textsuperscript{310}

The second report by higher education representatives was prepared by the panel on Scientific Communication and National Security Committee on Science, Engineering, and Public Policy. The panel, chaired by Dale Corson, President Emeritus of Cornell University, was composed of 19 members including representation from university faculty and administrators, former federal agency officials, and executives in high-
Panel members were given a security clearance and were given three secret-level briefings by members of the intelligence community; a subpanel with security clearance at the highest level was briefed at two more meetings. The panel also heard presentations by members of the university research community. Additionally, the panel commissioned papers by experts in various fields in major research universities. One of the major conclusions of the study was that "only a small percentage" of any potential national security leaks had involved university scientists. Furthermore, they concluded the policy of "security by secrecy" was administratively impractical and unnecessarily disruptive to scientific communication. The panel recommended the national policy should be "security by accomplishment" -- a policy that would secure the U.S. technological lead by promoting scientific productivity. The report was released September 30, 1982, with what has been referred to as an "optimistic expectation" on the part of the research community for a resolution of the problems that had originally led to the creation of the panel. However, in an update of the panel report in January 1984, the optimism had evaporated. There has been another series of restraints in the research community and many scientists still feel they do not know their rights and obligations regarding dissemination of their research.

B. Executive Branch

1. Executive Order

The President has the power to effect policy in federal agencies through directives and executive orders. According to Lloyd Cutler, former counsel to President Carter and an expert in regulatory agencies, "[T]he president does indeed possess the ultimate constitutional power over the content and timing of regulations issued by executive branch agencies, so long as the action taken is within the agency's statutory activities. As a matter of political theory and policy, the president ought to assert such power
whenever he deems it necessary to make an important balancing choice among conflicting
and competing national goals . . . the President is the elected official most capable
of making the needed balancing decisions as critical regulatory issues arise within his
own executive branch, while the most appropriate and effective role for Congress is
to review and, where necessary, curb particular presidential interventions.\textsuperscript{320}
Classification of information for national security reasons has traditionally been
authorized through executive orders.

Executive Order 12065\textsuperscript{321} signed by President Jimmy Carter attempted to limit
the amount of information that was to be classified.\textsuperscript{322} The trend in policy reflected
the notion that government officials with authority to classify should consider the
public's right to know before imposing secrecy and the decision should be balanced
against "identifiable damage" to national security.\textsuperscript{323} Furthermore, when there was
any doubt as to classification, the lowest level of clearance was to be used.\textsuperscript{324}

On April 2, 1982, President Reagan signed Executive Order 12356\textsuperscript{325} which reversed
the trend to broaden the access of information to the public established in the previous
administration.\textsuperscript{326} In this new classification order, he changed key elements of the
previous order, raising concerns by university researchers.\textsuperscript{327} The preamble of the
order states that the purpose of the order is to "provide for a uniform system for
classifying . . . and safeguarding national security information." The order, as others,
defines three levels of classification: "top secret,"\textsuperscript{328} "secret,"\textsuperscript{329} and "confidential."\textsuperscript{330}
The definitions for "top secret" and "secret" are the same as previous orders. However,
the wording in the definition for the "confidential" category has been changed. The
word "identifiable" in describing the potential damage to national security that would
justify a "confidential" classification was deleted. The section now reads: ""Confidential'
shall be applied to information, the unauthorized disclosure of which reasonably could
be expected to cause [identifiable] damage to the national security."\textsuperscript{331} The deletion
of the adjective "identifiable" was explained at a congressional hearing by a deputy
assistant attorney general: "[T]he requirement of 'identifiable' damage may be construed to suggest that disclosure must cause some specific or precise damage, a requirement that the government might not reasonably be able to meet in some cases."332 The deletion had been termed a "crucial requirement previously established" by the Carter Administration in 1978.333 The charge has been made that the change could "greatly increase government powers to classify research, even in areas not clearly related to national security."334

The Reagan order, in contrast to the Carter order,335 provides that if there is any "reasonable doubt" about the appropriate classification level the doubt should be resolved in favor of classification (pending a final determination) and if there is doubt about the level of classification, the information will be placed in the higher level.336 Richard Stilwell, deputy in the Office of the Under Secretary of Defense for Policy, noted the wording merely requires the upgrading of class in order to "safeguard" the information pending classification or classification at a higher level.337 Nevertheless, the order reversed the trend towards openness and increased secrecy.

Another area in the new order that moves towards more classification is in the provisions regarding the amount of time for information to remain classified. President Nixon's classification orders had a provision for an automatic declassification after 30 years,338 unless the continued classification was considered necessary. President Carter's executive order had allowed for a six-year declassification period.339 The Reagan order allows a classified status at the discretion of government officials "as long as required by national security considerations."340 Upon request for clarification of the declassification time provision, a government representative stated that the date set for guidelines of declassification are "artificially set time limits for automatic declassification."341 The application of the guideline remains vague and seemingly left to the sole discretion of government officials with no notice to the public as to when the right to know vests.
Another change in policy towards secrecy was the provision that even if information had been declassified, it could be reclassified under the Reagan order. Furthermore, although EO 12356 does provide for an exemption for "Basic scientific research information not clearly related to the national security," early drafts of the order had not included this provision (which was contained in the Carter order) and only because of protests from the scientific community was the exemption retained.

The letter from the government representative responding to the concerns of the researchers and trying to reassure them of the good faith of the changes in the Reagan Executive order was followed by some revealing policy considerations. Stilwell commented that "[t]he trend toward openness in government had run virtually uninterrupted for the past thirty years. The New Executive Order seeks to redress this imbalance and provide a more even approach to the issues of protective versus openness." But what the researchers have been saying is that openness is what maintains the foundation of the strong scientific inquiry. Because of reduced federal monies going to universities except for research in national security, the academic researcher is put under pressure to submit to the classification restrictions or forego the resources for research programs and facilities. The concern is that these restrictions, proffered "without any compelling reason for instituting a system of classification that is so at odds with the previous systems," inhibits academic research by silencing open communication with other scientists.


agencies and departments in the Executive Branch. The Directive is essentially a "Nondisclosure Agreement" in which government employees with access to classified information would be compelled as a condition of employment to sign an agreement submitting to a prior review for the rest of their lives of any books and articles they write in order to assure deletion of classified material. Federal officials maintain that the Directive is necessary to protect the national security and to prevent classified information leaks.

Assistant Attorney General Richard K. Willard, author of the plan to strengthen the censorship rules, has cited as the impetus behind the directive the efforts of our "adversaries" to gain information regarding American military capabilities and diplomatic intentions. However, according to the General Accounting Office (GAO), during the last five years classified or Sensitive Compartmented Information (SCI) has been leaked through writings or articles of current or former government employees only twice. The GAO will not disclose whether the information in these instances came from people with official access to SCI, so it is impossible to substantiate whether the disclosures would have been prevented by the prior review process.

Also included was a provision requiring government employees to submit to polygraph examinations as a condition of employment. After protests from various interest groups, this provision was deleted from the final draft. Moreover, pressure from publishers, scholars, Congress, and other interested groups forced the Administration to suspend the directive in February 1984, pending more discussion with Congress, and Congress put a moratorium on the use of the agreement on November 22, 1983. However, a study completed by GAO indicated that the moratorium may not have had a significant impact because at least 120,000 government employees had already signed a lifetime censorship agreement (excluding employees of CIA and NSA), and that many had been asked to sign since early 1981. This disclosure outraged
Congress, which expected to be notified of the implementation of the directive, and it criticized the Administrator's "lack of candor" with Congress and the public.\textsuperscript{362}

Further protests came from House Post Office and Civil Service Committee, which had supported legislation that would stop all existing censorship requirements except for the CIA and National Security Agency employees.\textsuperscript{363} The American Association for the Advancement of Science (AAAS) Committee on Academic Freedom and Tenure wrote a report detailing their concerns with the Directive,\textsuperscript{364} describing it as "repressive."\textsuperscript{365} The report stated that the intimidating character of the Directive interfered with free expression, and would remove from public discussion much information that tested the judgment of our government policies and would discourage academics, many of whom serve the government in different capacities, from entering into government service. The directive was withdrawn in February 1984 because of substantial opposition from Congress and the public.\textsuperscript{366}

3. COCOM

The Coordinating Committee for Export Controls (COCOM) is a membership of nations including Japan and the NATO countries, except Iceland; they met to reach a consensus on what sensitive technologies should not be shipped to other countries.\textsuperscript{367} The countries operate under voluntary agreements and most of the details of its operation are not publicized.\textsuperscript{368} Officially the items that are to be restricted are classified information; however, it is well known that items on the COCOM list are also on the U.S. Commodity Control List (CCL),\textsuperscript{369} which is organized into an atomic energy list, a munitions list, and an industrial/commercial list.

At a January 1982 meeting of COCOM in Ottawa, President Reagan urged the member nations to tighten controls on technological exports to target nations.\textsuperscript{370} These technologies included advanced computers, other electronic technology, fiber optics,
semiconductors and metallurgical processes.\textsuperscript{371} Although many of the suggestions were not acted upon, COCOM did endorse the control of some applications of advanced technologies.\textsuperscript{372}

The effectiveness of COCOM is questionable because of the number of member nations, each having their own national priorities. Attempts to control technology have been difficult to administer and have met with complaints by industry as well as universities. The market for technological goods as well as ideas is international. Without control over the export policies of Western allies, the United States cannot stop the leakage of information to Communist bloc countries. Given formal control mechanisms such as COCOM and treaties, the possibilities of an effective control system is unlikely if other countries do not have the same policy and enforcement procedures. A 1976 Defense Science Board Task Force,\textsuperscript{373} organized to assess the suitability of the export control laws for dual-use technology, found that efforts to control should be focused not on the products of technology but rather on design and manufacturing knowledge.\textsuperscript{374} The Task Force concluded that the U.S. could maintain its lead in critical technologies by denying a license to export technology when it represented a revolutionary rather than an evolutionary advance in technology.\textsuperscript{375} Moreover, when implementing a program broad in scope, it discourages or delays exports to the detriment of business. Many business executives believe that if U.S. companies do not sell to Soviet bloc countries, Western allies will. They argue that the loss of the market is more detrimental to U.S. business than is the loss of technology.\textsuperscript{376}

The American Association for the Advancement of Science (AAAS) Committee on Scientific Freedom and Responsibility is charged with the task of monitoring government policies that restrict the freedom of scientists. The Committee began a newsletter in September 1982 and has sent information to the officers of the AAAS and its affiliated societies documenting instances of such governmental intrusions into the university science community.\textsuperscript{377} Also, the American Association of University Professors'
Committee on Academic Freedom and Tenure has published a series of articles in *Academe* detailing instances in which the policies of the federal government have significantly interfered with academic freedom in the name of national security.\textsuperscript{378} The Corson report and its update have also detailed how "major new policy thrusts" of the federal government have infringed upon the traditional open communication of scientists.\textsuperscript{379}

**American Vacuum Society**

-- Bubble Memory Conference of February 1980 -- The Commerce Department notified the Society that a session was covered by regulation dealing with exports and that "oral exchanges of information in the U.S. with foreign nationals constitutes export of technical data." Organizers and some participants were informed that they would be subject to large fines and prison sentences for failure to comply with export license rules. Subsequently, nine invitations to persons from Hungary, Poland, the USSR and the People's Republic of China were rescinded.\textsuperscript{380}

-- Bubble Memory Conference of December 1981 -- Dr. Gyorgy Zimmer, a Hungarian physicist, was denied a request to participate in this conference following a report that Dr. Zimmer "provided the Soviets the scientific knowledge on magnetic bubble memories gained as a result of his frequent visits to U.S. laboratories." Dr. Zimmer's reply to DOD officials focused on the importance of the "unrestricted exchange of ideas ... in the advancement of scientific progress," and that his research group in Hungary was open to anyone interested and that he had frequently collaborated with United States scientists without complaint.\textsuperscript{381}

-- Annual Meeting, November 3, 1983, Boston, Massachusetts -- Two scholars who had been under investigation for years by the FBI were arrested in the middle of the meeting and charged with espionage. After the arrests, the society was contacted and the FBI requested a list of the attendees and threatened to subpoena
the list if it was not supplied. The society refused to turn the list over without a subpoena, and the FBI did not follow through with the subpoena.\textsuperscript{382}

\textbf{Institute of Electrical \& Electronic Engineers}

\textendash\, \textit{Lasers, Electro-Optical Systems \& Inertial Confinement Fusion Conference}, February 1980 \textendash\ Due to the open display of certain equipment with military potential and due to the official U.S. response to the invasion of Afghanistan, the State Department notified the conference that nine Soviet scientists were to be prohibited from attending. Consequently, their invitations were withdrawn.\textsuperscript{383}

\textendash\, \textit{Electrical AeroSpace Conference}, September 1982 \textendash\ Before the conference an Air Force representative asked that all records, abstracts, and papers be destroyed and presentations cancelled; the request was later withdrawn when the conference chair said he would comply only if the Air Force bore the $25,000-$50,000 cost.\textsuperscript{384}

\textendash\, \textit{Spectrum} publication, October 1982 \textendash\ A manuscript entitled "Out-Numbered and Out-Weaponed by the Soviets: The U.S. Shoots for High Technology" was ordered to be shredded by the Army Chief of Public Affairs because it purportedly contained classified information. When staff editors investigated the charge and found that the information was not classified and was easily accessible, the Army representative explained that "unclassified information can be put together in such a way as to be reclassifiable."\textsuperscript{385}

\textendash\, \textit{International Test Conference}, November 1982 \textendash\ The Air Force Systems Command requested that three papers on very large scale integrated circuits by Texas Instruments engineers be withdrawn because of potential damage to U.S. interests. Although the authors had gone through the usual review process, reviewers did not decide until 5 days before the conference that the papers should not be delivered. After much adverse publicity, the Air Force re-reviewed the papers and approved the conference presentations.\textsuperscript{386}
Fourth International Conference on Perma-Frost, July 1983 -- Six of 24 DOD-sponsored papers were withdrawn due to possible national security implications. The paper topics dealt with maintenance of airfields and roads on permafrost pipeline construction and the performance of off-road vehicles on tundra terrain and were judged helpful to the Soviets in maintaining their airfields in Siberia. Organizers were puzzled about the reasoning because the U.S. holds a dubious or non-existent lead over the Soviets in that subject. The papers involved no classified information and there was no official explanation for the demand.\textsuperscript{387}

1983 National Telesystems Conference, November 1983 -- Five days before the NTS conference, a scientist doing unclassified research sponsored by the Air Force Systems Command Armament Division was requested to delete a three-word phrase ("for example, manpacks") referring to the ability of a receiver to pick up the position of a missile, from 900 copies of a printed paper. The researcher had never signed a contractual agreement with the Air Force for prepublication review, had followed standard procedure for the review of unclassified technical material, and had received approval from local authorities. Nevertheless, the researcher complied with the request and removed the phrase from each copy with a magic marker.\textsuperscript{388}

Society of Photo-Optical Instrumentation Engineers

26th Annual International Technical Symposium, August 1982 -- One hundred technical papers scheduled to be presented were withdrawn at the request of Pentagon officials because they contained information that could not be exported to "America's adversaries."\textsuperscript{389} The Defense Department cited the ITAR as authority for the censorship. Because there were several foreign nationals from Soviet bloc countries, the papers that had been previously authorized by the DOD were later ordered withdrawn.\textsuperscript{390}
Conference on Technology for Space Astrophysics: The Next 30 Years, October 1982 -- Shortly before the conference was to begin, a number of papers were withdrawn as a result of confusion over the extent of possible problems with the Defense Department.  

American Chemical Society

-- Chemical Abstracts publication September 1982 -- The export license to send bibliographic information on magnetic computer tape to the Soviet Union and Poland was not renewed. The reason given was that the license to export magnetic tape technology to those countries was not approved for national security reasons, although the data on the tapes were exportable and had been since 1974. 

Optical Society of America

-- October 1982 -- The Pentagon ordered six scientists to withdraw papers alleged to have "serious defense implications." The papers, on blue-green laser communication, were among 600 scheduled on that topic. Blue-green lasers are used to communicate with submarines. 

American Ceramics Society

-- January 1984 -- 8th Annual Conference on Composite and Advanced Ceramic Materials -- Included with the announcement of this conference was a notice of a second meeting entitled, "A Symposium on Composite Materials," which was sponsored separately by DOD and NASA and restricted to "U.S. citizens only." The fact that the two sessions were to be held in the same hotel rooms led to allegations by a Japanese newspaper that the U.S. was in the process of restricting Japanese access to certain "high technology information," by invoking export control regulations to bar Japanese membership in "academic societies concerning composite materials technology," and to deny access to research papers. The former allegation proved to be false, and the latter is still under investigation.
IV. FIRST AMENDMENT v. NATIONAL SECURITY

The First Amendment safeguards scientific speech or any other protected expression against unreasonable government restraints. The purpose of the First Amendment is to ensure "the widest possible dissemination of information from diverse and agnostic sources" and the "unfettered interchange of ideas." Any statute imposing restrictions or criminal sanctions on protected expression will be upheld only if the government can demonstrate a "compelling" interest in the regulation. The strength of the state interest will be judged by the gravity of the substantive "evil" that the state is seeking to avert, and the likelihood of its occurrence. Under this standard, the "likelihood of occurrence" will decrease as the gravity of the potential danger increases. If the state can demonstrate that the combination of factors provides a "compelling" interest in the regulation, the state must then show that the regulation is the least restrictive alternative to the restraints. Also, the state can be required to show that the regulation is neither impermissibly vague nor overly broad. The state carries even a heavier burden if it seeks prior restraints on a publication. The degree of protection is broader than limits on expression imposed through criminal penalties. The Supreme Court has consistently held that prior restraints on expression are presumptively unconstitutional.
While there has not been a Supreme Court case where the government has restrained for national security protection the speech or publication of unclassified information of a university scientist, there have been cases that have balanced national security interests against First Amendment protection. Their holdings and reasoning demonstrate the spectrum of permissible restraints on speech and information dissemination and by whom. The earlier cases involved loyalty oaths and the later cases have involved the publication of "security sensitive" materials.

In the 1950s and 1960s, the Supreme Court heard a series of "loyalty oath" cases that shaped the limits of allowable state loyalty oath requirements for state employees. Generally, the objective of requiring the loyalty oaths was to protect the government from subversive persons. That objective, however, had to be balanced against the constitutional rights of the individuals required to take the oath. In 1952, *Wieman v. Updegraff* held unconstitutional an Oklahoma statute requiring state officials and employees, as a condition of employment, to take a loyalty oath disavowing membership in any organizations listed by the United States Attorney General as a "communist front" or subversive organization. The oath violated due process rights of individuals because their mere association with certain organizations was considered sufficient to disqualify them from government employment regardless of their level of knowing participation in those organizations. New Hampshire enacted a statute in 1951 that allowed the legislature to regulate and investigate subversive activities. Persons found to be subversive were ineligible for state government employment. The statute was challenged in *Sweezy v. New Hampshire* where the court warned that the exercise of power be "carefully circumscribed" so as not to threaten the "freedom of communication of ideas, particularly in the academic community." The court held the legislative investigation inquiring about the content of the university professor's lecture was "unquestionably . . . an invasion of [Sweezy's] liberties in the area of academic freedom and political expression -- areas in which government should be
The court reasoned that the oaths violated the due process clause of the Fourteenth Amendment. Baggett v. Bullitt, heard by the court in 1964, involved faculty and staff at the University of Washington who refused to sign a loyalty oath as a condition of employment. The Supreme Court held that the statutes requiring the oaths were unduly vague and violated due process. The court reasoned that the employees would not have been able to make a promise of future conduct when the parameters of the future conduct were unclear. Justice White posed a series of questions regarding the possible implications swearing loyalty under a vague oath:

But what is it that the Washington professor must "know"? Must he know that his aid or teaching will be used by another and that the person aided has the requisite guilty intent or is it sufficient that he know that his aid or teaching would or might be useful to others in the commission of acts intended to overthrow the Government? Is it subversive activity, for example, to attend and participate in international conventions of mathematicians and exchange views with scholars from Communist countries? What about the editor of a scholarly journal who analyzes and criticizes the manuscripts of Communist scholars submitted for publication? Is selecting outstanding scholars from Communist countries as visiting professors and advising, teaching, or consulting with them at the University of Washington a subversive activity if such scholars are known to be Communists, or regardless of their affiliations, regularly teach students who are members of the Communist Party, which by statutory definition is subversive and dedicated to the overthrow of the Government?

The Washington oath goes beyond overthrow or alteration by force or violence. It extends to alteration by "revolution" which, unless wholly redundant and its ordinary meaning distorted, includes any rapid or
fundamental change. Would, therefore, any organization or any person supporting, advocating or teaching peaceful but far-reaching constitutional amendments be engaged in subversive activity? Could one support the repeal of the Twenty-second Amendment or participation by this country in a world government?413

Since a vague oath can be interpreted in several ways, the oath-taker is subject to prosecutorial discretion for what may be "knowing but guiltless behavior."414 "Well-intentioned prosecutors and judicial safeguards do not neutralize the vice of a vague law."415 Similarly, scientists whose work is subject to the review by people in agencies whose role and loyalty and inclination is to be zealous in their protection of any possibly "Communist influence" or national security leak would function like a prosecutor who was given the discretion to prosecute a researcher, thus exposing the researcher to censorship without adequate due process safeguards.

In the last case to be discussed, Keyishian v. Board of Regents,416 faculty and staff members of a New York university refused to sign a loyalty oath as a condition of employment. The court held the New York law protecting the educational system from subversion was legitimate but it could not be pursued by a means that was constitutionally broad and vague.417 Justice Brennan emphasized the importance of education in our society:

Our nation is deeply committed to safeguarding academic freedom, which is of transcendent value to all of us and not merely to teachers concerned. That freedom is therefore a special concern of the First Amendment, which does not tolerate laws that cast a pall of orthodoxy over the classrooms.418

The series of cases shows an effort by the states to protect the security of the state from subversives. When the restraining efforts infringed on that "special concern of the First Amendment -- academic freedom,"419 the court has consistently tipped the
balance between national security and academic freedom in favor of First Amendment interests.

Congress has also attempted to require loyalty oaths of scientists conducting unclassified research with federal grants. Congress put pressure on the National Science Foundation (NSF) and the National Institutes of Health (NIH) to adopt policies requiring loyalty oaths in order to receive grant money. NIH wrote procedures requiring an oath, but never implemented them. The National Science Board at NSF rejected the suggestion from Congress and maintained that approval of grant money should be based on "experience, competence, and integrity" of the applicant. The matter was then referred to the National Academy of Sciences (NAS). The NAS committee also rejected the loyalty oath requirement for persons conducting unclassified research.

Loyalty oaths were meant to curtail or inhibit the communication between the government employee and any "subversive" organization. In each case mentioned, the court acknowledged the legitimate governmental goal of protecting national security. However, when this goal was balanced against First Amendment rights, the oaths could only be upheld if they were not vague or overly broad and if they allowed for adequate procedural due process. The cases have focused particular concern on the academic community and protecting the traditionally free exchange of ideas.

In the three most recent cases the court balanced First Amendment and national security interests; however, none of the cases developed a clear standard of review for future litigants to follow. In New York Times Co. v. United States, the court held that the government could not prevent the publication of the Pentagon Papers, a classified history of the Vietnam War, by invoking the need to protect the national security. In Snepp v. United States, a former Central Intelligence Agent had signed an agreement to submit any publication relating to the Agency for prior approval. The court held that the government had a right to protect unclassified information through
restraints on its employees even without an explicit contractual agreement. The test for the restriction was that of "reasonableness." In the third case, United States v. Progressive,\(^ {429}\) the government was allowed to restrain the publication of an article of privately gathered, nonclassified material about how the hydrogen bomb is constructed which was written in order to carry on an informed debate of the issue of government secrecy of atomic weapons.

A. New York Times v. United States

The New York Times began a series of articles on the history of the Vietnam conflict, based on government documents received by them that were classified as secret, top secret, and top secret-sensitive.\(^ {430}\) The documents chronicled the three decades of involvement of the United States in Vietnam. The government charged that publication of the information would create a national security risk and moved to enjoin further publication. The Supreme Court in a per curiam decision voted 6 to 3 to hold that the government did not carry its burden of proving justification for prior restraint of publication for national security reasons. Each Justice wrote a separate opinion detailing his reasoning. Justice Black, in his concurring opinion, emphasized that the purpose of the First Amendment was to curtail and restrict the powers granted to the Executive, Legislative, and Judicial Branches of the government.\(^ {431}\) Justice Black wrote that the term national security is a "broad, vague generality whose contours should not be invoked to abrogate the . . . First Amendment."\(^ {432}\) Justice Douglas, in his concurrence stated that there was no statutory authority to justify the prior restraint,\(^ {433}\) and the Executive Branch had no "inherent power" to sustain the heavy burden against prior restraint.\(^ {434}\) Even acknowledging that the disclosure "may have a serious impact,"\(^ {435}\) he noted that the First Amendment was to prohibit governmental censorship of embarrassing information. Justice Brennan wrote that prior restraint
should be allowed only in a single, extremely narrow class of cases when the nation is at war. For example, the government could prohibit the publication of the "sailing dates of transports or the number and location of troops." Otherwise the government would have to prove that the publication "must inevitably, directly, and immediately cause the occurrence of an event..." The Government maintained in its brief that an injunction could be obtained for national security reasons only if the government could prove "grave and irreparable harm" would result if the publication was not enjoined. They did, however, also maintain that if they sustained that burden, the injunction could apply to material whether or not it is classified, whether or not the publication would violate a criminal statute, and notwithstanding how the newspaper came into possession of the information. The court was unconvinced of these arguments and held that the Executive Branch did not have such inherent, sweeping powers and the government had not met its burden of proof.

A corollary issue of the case was the classification system itself and the secrecy system of the government. Justice Stewart wrote of his concern with the classification system.

For when everything is classified, then nothing is classified, and the system becomes one to be disregarded by the cynical or the careless, and to be manipulated by those intent on self-protection or self-promotion. I should suppose ... that the hallmark of a truly effective internal security system would be the maximum possible disclosure, recognizing that secrecy can best be preserved only when credibility is truly maintained.

The New York Times case is at one end of the spectrum of case law that balances First Amendment free expression interests against the governmental interests of national security. In the decision, the court stated the government had not met its burden of proof. Factors bearing on the decision were that the documents were mainly historical, many people had access to the documents and other newspapers throughout the country
had already begun to publish their own version of the documents.\textsuperscript{440} Unfortunately, although strong, precise reasons were set forth in each of the concurring opinions, they do not carry the weight of precedent and the test for justification of prior restraint was left unresolved.

B. Snepp v. United States

Based on his experiences as a CIA agent, Frank W. Snepp III published a book, Decent Interval, about certain CIA activities in South Vietnam. Snepp had as a condition of employment signed an agreement that he would submit all publications relating to the CIA for prior approval by the Agency and that he would not divulge any classified information. The Government did not contend that the information in the book was classified or nonpublic; it also conceded that as a general rule, Snepp had a First Amendment right to publish unclassified material.\textsuperscript{441} Yet both the District Court\textsuperscript{442} and the Court of Appeals\textsuperscript{443} found that Snepp's breach of contract for prepublishing clearance had inflicted "irreparable harm" on the United States. The case was appealed to the Supreme Court\textsuperscript{444} where the court upheld the lower court's decision and granted the government a constructive trust over the profits of Snepp's book as a measure of punitive damages and as a "deterrent against similar breaches of security."\textsuperscript{445} The appearance of confidentiality was stressed in testimony presented by Admiral Turner, Director of the CIA. He suggested that Snepp's book and others like it had impaired American intelligence operations\textsuperscript{446} because potential sources of information were reluctant to enter agreements with the United States for fear that the information might be exposed.\textsuperscript{447} Yet even if Snepp had submitted the book for prepublishing review, the Government's censorship authority would only apply to the classified material.\textsuperscript{448} The purpose of the agreement could not be to censor critical expression of the CIA, but rather to ensure that classified nonpublic information would not be
released without permission. Therefore, presumably if the book had been submitted for prior review it would have remained as it was because no classified or nonpublic information was contained in the book.

Snepp clearly had a contractual obligation to submit publications for prior review for classified material stemming from his employment as a government agent. Both lower courts acknowledged (and the Supreme court accepted their findings) that the potential possibility of unreviewed material could be detrimental to "vital national interests even if the published information is unclassified." However, a specific standard for what constitutes irreparable damage to national security interests because of leaks of classified material is not clearly set forth.

C. United States v. Progressive

In 1979 a federal court heard the case United States v. Progressive. The basic issue of the case was a confrontation between First Amendment right of expression and national security interests. The freedom of speech and press have been protected from government through the First Amendment and any prior restraint on a publication is met in court with a heavy presumption of unconstitutionality. Few justifications except national security are sufficient to override First Amendment interests. Accordingly, the government can classify sensitive information in order to protect national security. At issue in the case is the scope of the classification. The government ultimately obtained a preliminary injunction enjoining the publishers of the Progressive from disseminating an article entitled "The H-Bomb Secret: How We Got It, Why We're Telling It." John Morland, a journalist with little scientific training, put together the material for the article out of public, nonclassified information. Erwin Knoll, the editor of The Progressive, stated that the article was to inform the nation of the false illusion of security created by the Government's "oppressive and ineffective
system of secrecy and classification and to encourage an "open, honest, and informed public debate" on issues surrounding nuclear arms. The defendants maintained that since the information was already in the public domain and other nations already had the data or the opportunity to obtain it, they could not be guilty of violating the Atomic Energy Act which would authorize injunctive relief against those who would disclose restricted data "with reason to believe such data will be utilized to injure the United States or to secure an advantage to any foreign nation." The government, on the other hand, pleaded national security interests permitted it to "impress classification and censorship upon information originating in the public domain, if when drawn together, synthesized and collated, such information acquires the character of presenting immediate, direct, and irreparable harm to the interests of the United States." Both sides produced the opinion of experts to bolster their case prompting the court to note that "many wise, intelligent patriotic individuals can hold diametrically opposite opinions on the issues before us."461

The court held that the publication of the technical material in the Morland article would be analogous to the publication of troop movements or location at the time of war, the narrow exception to the rule allowing prior restraint on the press. At the same time, Judge Warren recognized that the article did not provide a "do-it-yourself" bomb kit. He also stated that he was not convinced that the prior restraints on the publication would deter the defendants from reaching their objectives of stimulating knowledge and debate regarding nuclear armaments. Finally, he distinguished the New York Times case in that 1) the Pentagon papers were essentially historical data, 2) the government did not sustain its burden of proving the national security interests were at stake, and 3) there was no applicable statute violated.

The government obtained the preliminary injunction but the case was mooted when essentially the same material appeared in other journals. The Progressive did not publish Morland's article and lost the opportunity to challenge the lower court's decision.
The public was left with a decision that allowed for no prior notice of when a private individual gathering public, nonclassified information would be subject to criminal penalties upon publication of that material. This uncertainty could lead to self-censorship out of fear of an expensive, lengthy legal battle and criminal sanctions.

V. CONCLUSIONS

The reason the state seeks to impose restrictions on scientific communication is that it may be subject to dangerous or unwanted uses and therefore harmful to national security interests. Protecting the national security is a legitimate government interest and as a general rule the Supreme Court has acknowledged that the security of the Nation is one of the few narrow exceptions to prior restraint of the press. However, in the recent examples of the use of legislative and executive control systems the researchers have had no due process or notice of when or why their work may be subject to censorship and civil or criminal penalties. Case law on prior restraints for national security reasons -- *New York Times v. United States*, *Snepp v. United States* and *United States v. The Progressive* -- does not give a clear standard that allows researchers to know what might be subject to restraints.

The federal government has invoked the export laws as applicable authority for imposing prior restraints on university scientists' speech and publications despite language in both export laws exempting information in the public domain and university researchers from the intent of the statutes. Since the export laws are vague and dual-use of technology is widespread, a researcher does not have adequate notice of possible exposure to government sanctions. Different government agencies administer the legislative restraints, each setting forth their own standards for classification of information. The "prosecutorial discretion" and the vagueness of the export laws give government too much control over ideas that are not classified and do not have any government
proprietary interest. The intelligence agencies say the laws are applicable but the Justice Department has questioned the constitutionality of the export laws as prior restraints on university researchers. The Atomic Energy Act also has specific language encouraging the dissemination of information on nuclear energy. Yet the government was successful in restraining information which was unclassified, in which it had no proprietary interest, and which was in the public domain. It has been clearly established that Immigration and Nationality Service officials have the discretion to prevent foreign scientists and students from entering the United States or to place restrictions on their stay.471 University officials do not object to the restrictions per se but to the expectation by INA that university personnel will police the visitors. In settings as traditionally open as universities, the expectation is galling472 and administratively cumbersome especially because of the large number of foreign graduate students studying in science and engineering and the large number of foreign scientists who visit. Furthermore, since these restrictions are usually only applied to those from Soviet bloc countries or the People's Republic of China, other foreign visitors have access to this guarded information and disseminate it after their return to their country. COCOM was organized in order to effect an international control system on military goods and technology; however, the organization is loosely governed and compliance with any guideline is voluntary.

The Executive Branch has expanded the classification system through Executive Order 12356,473 which allows the government "to classify federally funded research even when the funding agency has no classification authority."474 The Order also allows classification of nongovernment research and writing even when it is based on nonclassified information.475 University scientists who may be potential government employees are discouraged from serving in a government agency by a contract of employment through National Security Directive No. 84 that would impose life censorship procedures on their writings or speeches after they leave the government service. This
contract restriction in combination with the new classification system expands the power of government to control the dissemination of information which would restrict the exploration of science as an activity based on the free exchange of ideas.476

What is the danger? Government officials have rationalized that that information itself is classified and cannot be released.477 The Corson panel members, who were briefed at the highest classification level by national security agents, were not convinced of any evidence of significant leaks from the research community. The evidence for the government's case against university researchers remains inadequate. Even if the government could offer some evidence of serious leaks from the university community, how could the various agencies in their overlapping duties control thoughts or ideas? Are there enough agents in enough agencies to police all the classrooms, research labs and conferences, and who have enough expertise in the various subject areas to make judgment on what is a national security interest? And while our scientists are being policed, the scientists in the rest of the world are free to pursue avenues of information and exchange ideas amongst each other. What would we have gained?

The strength and lifeblood is in scientific community is open, free communication. Censoring that community would impede our own scientific progress. Unless the government can proffer some convincing evidence, scientists and university officials will not cooperate. The federal government must reexamine its motives in the policy of restraints and understand that university researchers are unlikely to cooperate in censorship of their work. Even if they might not want to get involved in a battle against the government on policy, they must fight because they must publish and speak in order to function at their best within the scientific community. Scientific advancement by achievement and not secrecy must be the path for the United States to follow.
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61. Lubrano, supra note 1, at 461.
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Dear Sir or Madam:
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(Selected questions from Questionnaire)
What is scholar or student's full name?
How long will this scholar or student be at your institution?
What professional trips might this student or scholar be taking?
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